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【重要】当社からのメール受信に関するDMARC ポリシー強化のお知らせとお願い 

 

平素は格別のご高配を賜り、厚く御礼申し上げます。 

 

この度、当社ではお客様およびお取引先様へのセキュリティ強化の一環として、メールの

なりすまし対策である DMARC（Domain-based Message Authentication, Reporting, and 

Conformance）ポリシーを強化することになりましたので、ご案内申し上げます。 

 

1.DMARCポリシー強化の目的 

近年、企業ドメインを偽装したフィッシングメールや詐欺メールが横行しており、お客様

やお取引先様が被害に遭われるケースが多発しております。当社では、このような悪意ある

なりすましメールから皆様をお守りし、当社からの正規のメールを安全にお届けするため、

DMARC ポリシーを強化いたします。これにより、当社ドメインを偽装したメールが皆様

の受信トレイに届くことを防ぎ、セキュリティリスクを低減いたします。 

 

2.変更内容と適用開始日 

現在「p=none」に設定されている DMARC ポリシーを、2026 年４月１日（水） より

「p=quarantine」へ変更いたします。 

 

・変更前（p=none）： なりすましメールが DMARC 認証に失敗しても、受信者の元へ   

そのまま配信されていました。 

 

・変更後（p=quarantine）： DMARC認証に失敗したメールは、受信側のメールサーバーに

よって迷惑メールフォルダに隔離されるようになります。これ

により、なりすましメールが皆様の受信トレイに直接届くこと

を防ぎます。 

 

3.対象となる送信元メールドメイン 

dynam.co.jp 

 

4.お取引先様へのお願いとご注意事項 

今回の DMARC ポリシー強化に伴い、お客様・お取引先様のメール環境によっては、当



社からの正規のメールであっても、迷惑メールフォルダに振り分けられる、またはメールが

届かなくなる可能性がございます。 

 

特に、グループアドレス（メーリングリスト）をご利用のお客様は、メールの転送過程で

DMARC 認証が失敗しやすくなるため、以下の点にご注意ください。 

 

4.1. 特に影響を受けやすいケース 

・自動転送の設定をされている場合。 

・グループアドレス（メーリングリスト）宛に、当社からのメールを受信されている場合。 

・現時点で、当社からのメールについて、件名や本文に警告表示が付いている場合。 

 

4.2. 推奨される対応 

当社からのメールを確実にお受け取りいただくため、業務用の個人メールアドレスを利用

してのやり取りを推奨しております。 

 

グループアドレス（メーリングリスト）や転送設定を利用したやり取りをされる場合は、下

記の対応例をご参照の上、貴社のメール管理者様へご相談ください。 

 

（対応例） 

・メールの件名や本文を改変しないように設定する 

・差出人アドレスのドメイン署名（DKIM）を再付与する 

・ARC（Authenticated Received Chain）に対応する 

 

以上 


